
 

 

 

Oiles Group Information Security Policy 

The Oiles Group recognizes the protection of information assets from various threats 

to be an important management issue. In order to continue to be a company that is  

trusted by our customers and by society as a whole, it has defined this Information   

Security Policy and strives to thoroughly manage and maintain information security. 

   

1. Legal and regulatory compliance 

We comply with the security requirements, etc., stipulated in laws and regulations,   

national governmental guidelines, internal regulations, and the terms of contracts with 

business partners that relate to information security. 

 

2. Information security management structure 

We have created an information security management structure led by management.  

We strive to protect information security and to make ongoing improvements in our   

operation of this structure. 

 

3. Information security training 

We provide information security training and conduct information security awareness-

raising activities on an ongoing basis for our executives, employees, temporary 

employees, etc., so that they can appropriately manage information assets. 

 

4. Information security measures 

We implement appropriate security measures to prevent accidents and incidents related 

to information assets, such as unauthorized access, destruction, tampering, information 

leakage, or the loss of information assets. 

 

5. Response to incidents and accidents 

In the event of an incident or accident related to information security, we strive to mini-
mize the impact of said incident or accident, to deal with it appropriately, and to prevent 
it from reoccurring in the future. 
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